WriteUp [CTF competition name]

[Team name]

[Logo/memes]

[Nickname]

[**Binary Exploitation**](#_113u01tjxjv5) **3**

[[chall name]](#_p2b1fsecqbk9) 3

[**Cryptography**](#_tejsjxhgo3ty) **4**

[[chall name]](#_vr4c9xea0af7) 4

[**Forensic**](#_snf4dxxewo9) **5**

[[chall name]](#_6cq45m6ozu87) 5

[**OSINT**](#_3yy94gh85wb2) **6**

[[chall name]](#_1bgrgm9fkix9) 6

[**Reverse Engineering**](#_bqdqp2c02nep) **7**

[[chall name]](#_c6ki7u1bqq1x) 7

[**Web Exploitation**](#_vvzbse2w1kbj) **8**

[[chall name]](#_f8lhirquaa6c) 8

# Binary Exploitation

## **[chall name]**

* 1. **Executive Summary**

[description & hint]

* 1. **Technical Report**

[how to solve]

* 1. **Flag**Flag: **[flag]**

# Cryptography

## **[chall name]**

1. **Executive Summary**

[description & hint]

1. **Technical Report**

[how to solve]

1. **Flag**Flag: **[flag]**

# Forensic

## **[chall name]**

1. **Executive Summary**

[description & hint]

1. **Technical Report**

[how to solve]

1. **Flag**Flag: **[flag]**

# OSINT

## **[chall name]**

1. **Executive Summary**

[description & hint]

1. **Technical Report**

[how to solve]

1. **Flag**Flag: **[flag]**

# Reverse Engineering

## **[chall name]**

1. **Executive Summary**

[description & hint]

1. **Technical Report**

[how to solve]

1. **Flag**Flag: **[flag]**

# Web Exploitation

## **[chall name]**

1. **Executive Summary**

[description & hint]

1. **Technical Report**

[how to solve]

1. **Flag**Flag: **[flag]**